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Faces of Fraud - Impersonation

Super: The faces you're about to see, in this fraud prevention video, were computer
generated based on the voice recordings of actual fraudsters.

Scammer: | message you from your Bank’s number and ask you to call because
there’s suspicious activity on your account. | catch you when you're busy. There's no
time to think so you panic, and you call me.

Scammer: | know your name, address, and recent transactions, so | seem legit. I'm
friendly. | do friendly very well. (Small laugh) | say your bank account’s been
compromised and we have to secure it, so need all your details. And of course, | say
I'm from the Fraud Team, so you don’t even question it. (smiles) Irony. Then | take your
money.

Man: There are many faces of fraud.

Woman: And we can fake anyone or anything.

Man: Get to know us and learn our tricks.

Super: (Legal disclaimer)

This is not a real person.

This facial prediction is based on voice data and not the image of an actual person. Any
similarity to an actual person beyond the voice used, is co-incidental.



